December 13, 2018

The Honorable Pat McCarthy
Washington State Auditor
P.O. Box 40021
Olympia, WA 98504-0021

Dear Auditor McCarthy:

Thank you for the opportunity to review and respond to the State Auditor’s Office performance audit report, “Safe Data Disposal: State Reduces the Risk of Disclosing Confidential Information.” The Office of Financial Management and Office of the Chief Information Officer worked with the audited agencies to provide a consolidated response. Agencies governed by a separately elected official or the judicial branch will respond separately.

We appreciate the report confirming that agencies have improved and reduced the risk of disclosing confidential information since the first performance audit in 2014. Your team found confidential information on less than 1 percent of the devices tested. It is great news to know we are moving in the right direction.

We also appreciate the report pointing out the gaps in most of the audited agencies’ policies so we can further improve. Based on that information, some audited agencies have already begun to address those gaps. Every organization and person in state government shares responsibility in securing information and protecting confidential data.

Please thank your team for its work on this performance audit. As technology continuously evolves, we all need to be diligent and adjust as new risks emerge.

Sincerely,

James A. Weaver
Chief Information Officer
Washington Technology Solutions

David Schumacher
Director
Office of Financial Management

cc:  David Postman, Chief of Staff, Office of the Governor
Kelly Wicker, Deputy Chief of Staff, Office of the Governor
Drew Shirk, Executive Director of Legislative Affairs
Pat Lashway, Deputy Director, Office of Financial Management
Scott Merriman, Legislative Liaison, Office of Financial Management
Keith Phillips, Director of Policy, Office of the Governor
Inger Brinck, Director, Results Washington, Office of the Governor
Tammy Firkins, Performance Audit Liaison, Results Washington, Office of the Governor
John Cooper, Senior Performance Project Manager, Results Washington, Office of the Governor
Scott Bream, Chief Information Security Officer, Washington Technology Solutions
Scott Frank, Director of Performance Audit, Office of the Washington State Auditor
OFFICIAL STATE CABINET AGENCY RESPONSE TO PERFORMANCE AUDIT ON SAFE DATA DISPOSAL:
STATE REDUCES THE RISK OF DISCLOSING CONFIDENTIAL INFORMATION – DECEMBER 13, 2018

This management response to the State Auditor’s Office (SAO) performance audit report received November 20, 2018, is provided by the Office of Financial Management and the Office of the Chief Information Officer (OCIO) on behalf of the audited agencies.

SAO PERFORMANCE AUDIT OBJECTIVES:
The SAO sought to answer this question:

1. Does the state have adequate controls in place to ensure that the surplus of state-owned IT devices does not disclose confidential data?

SAO Recommendation 1: Confidential management letters were sent to each of the 20 agencies that had their policies and procedures reviewed. These letters contained detailed information about how to better comply with state laws related to data disposal, as well as OCIO requirements and NIST best practices. We recommend these agencies review and address the issues described in those letters.

STATE RESPONSE: We appreciate the detailed information to help agencies improve their data disposal practices. Some agencies have already made improvements. Some of the updates to policies and procedures were underway before the audit began based on updates to OCIO Standard No. 141.10 in November 2017, pending approval of the Technology Services Board. Section 8.3 of this standard relates to media handling and disposal and it includes the National Institute of Standards and Technology (NIST) media sanitation guidelines referenced in the report for best practices. All state agencies who received a management letter should review these standards to address the issues described.

Action Steps and Time Frame
➤ Agencies who received a management letter will develop a timeline to address remaining issues to meet state requirements, as well as risk and complexity in their IT environment. By March 31, 2019.

SAO Guidance to all state agencies: The SAO also provided guidance to all state agencies because they consider the audit results so broadly applicable. They suggest that all state agencies consider these practices as they process surplused IT equipment:

- Annually review policies and procedures, and revise them as necessary to ensure they include the following state requirements and NIST best practices:
  - Designating management responsibility for the disposal of IT devices
  - Maintaining records of disposed equipment
  - Documenting the date equipment was sanitized, the method used and the name and signature of the person responsible
  - Keeping disposal records secure from unauthorized access
  - Sanitizing equipment using a method consistent with NIST guidelines
  - Verifying equipment is fully sanitized
  - Keeping equipment secure before and during sanitization
  - Physically destroying storage media if sanitization tools fail
- Update policies and procedures to include state-approved methods for erasing data from mobile devices such as cellphones and tablets.

Action Steps and Time Frame
➤ Not applicable.